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LoRaWAN overview
• LoRa/LoRaWAN is a long-range wireless communication system promoted by the 

LoRa Alliance 
• LoRaWAN is an open IoT standard
• Using unlicensed (free) ISM frequency bands
• High throughput (0.3 kbps – 50 kbps) for IoT
• Up to 15 km range in rural areas
• Small form factor
• Expansion boards

• Seemingly ideal for remote deployments of sensor nodes, but

what are the limiting factors and what performance 
can be expected in different situations?
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LoRa and LoRaWAN
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Santa, José & Sanchez-Iborra, Ramon & Skarmeta, Antonio. (2019). 
LPWAN-Based Vehicular Monitoring Platform with a Generic IP Network 
Interface. Sensors. 19. 1-17. 10.3390/s19020264. 

LoRa alliance

• LoRa is the PHY layer
• LoRa’s MAC layer protocol is called LoRaWAN
• A typical LoRa network is a “star-of-stars” 

topology
• Gateways have fiber or 4G/5G connectivity
• Intended for uplink traffic



Chirp Spread Spectrum (CSS)
• LoRa PHY is based on CSS
• Chirp

• A signal with continuously increasing (or 
decreasing) frequency (Whale sound) 

• Up-chirp: vary from low to high frequency 
• Down-chirp: vary from high to low frequency 

• LoRa data frames are encoded as a sequence 
of such phase-shifted chirps.
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LoRa Modulation
• Key parameter is the spreading factor (SF)

• Low SF means shorter chirps, high bitrate
• high SF gives more robust transmission, but lower bitrate
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BW = 125 kHz, fc = 868 MHz
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Duty cycling
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• Indicates the fraction of time a resource is busy
• Ex: Single channel with 20% DC:

1% DC constraint for device:
• transmit for 1 sec (time-on-air)
• stay silent for 99 sec
• transmit for 1 sec
• stay silent for 99 sec
• …
• à limit on Time on Air

https://www.thethingsnetwork.org/docs/lorawan/duty-cycle/

Preamble
Header Header CRC

Payload CRC
(Explicit header mode only)

The CRC size is 16 bitsThe header size is 20 bits

Tpayload = Ts  ∙ npayloadTpreamble = Ts ∙(npreamble + 4.25)

Fig. 1. Physical (PHY) layer LoRa message structure.

bits transmitted per symbol.1 In one symbol period TS , a chirp
covers the entire bandwidth (BW). Thus a symbol rate RS can
be expressed as RS = 1/TS = BW/2SF. Taking into account
the coding rate (CR), the bit rate (Rb), can be expressed as
Rb=SF·BW/2SF·4/(4+CR). The spreading factors in LoRa are
orthogonal and the values 7 to 12 are available for LoRaWAN.

A LoRa message consists of a preamble, a header, a payload
and a CRC for the payload as depicted in Fig. 1. The preamble
length can be set to between 6 and 65535 symbols. The
preamble also contains a 4.25-symbol length sync word. The
sync word consists of 2 upchirp symbols and 2.25 downchirp
symbols. Thus the total transmission time of the preamble,
Tpreamble, is given by Tpreamble = Ts · (npreamble + 4.25), where
npreamble is the preamble length. A 20 bit length header is
included in explicit header mode to indicate the presence of a
CRC for payload and to inform of the payload length and the
coding rate. The header is transmitted at the highest coding
rate (1/2). In implicit header mode, a header is not transmitted
to reduce the time on-air of transmissions, and the transmitter
and the receiver must have agreed on a fixed payload length,
coding rate and CRC presence beforehand.

B. LoRaWAN

LoRaWAN is an open standard driven by the LoRa Alliance
and defines a MAC layer protocol to enable low power
wide area networks (LPWAN) [9]. A gateway serves multiple
devices in a star topology and relays messages to a central
server. LoRaWAN implements an adaptive data rate (ADR)
scheme, which allows a network server to select both the data
rate and the channels to be used by each node.

Three di↵erent classes (A, B and C) of nodes are defined
in LoRaWAN. Class A has the lowest complexity and energy
usage. All LoRaWAN devices must implement the class A
capability. A class A device can receive downlink messages
only in a receive window. There are two receive windows after
a transmission in the uplink. The first window is scheduled to
open 1 to 15 second(s) after the end of an uplink transmission
with a negligible 20 ms margin of error. The second window
opens 1 second after the end of the first.

LoRaWAN messages are transmitted as the payload of a
LoRa message in Fig. 1. The structure of LoRaWAN message
is shown in Fig. 2. A LoRaWAN message has a MAC header
(MHDR field) with 1 byte length specifying message type and
version of the encoded frame format.

1In the paper, SF indicates the number of bits, usually in the equation. The
term spreading factor indicates the spreading sequence itself.

MHDR FHDR FPORT FRMPAYLOAD MIC

MAC payload

Fig. 2. LoRaWAN message structure.

TABLE I
EU863-870 ISM band available sub-bands [10].

Band f�-f+ [MHz] Power
[dBm]

Duty
cycle Channels

G 865-868 6,2
100 [/kHz] 1%

15 (125 kHz)
10 (250 kHz)
4 (500 kHz)

G1 868-868.6 14 1% 3 (125 kHz)
1 (250 kHz)

G2 868.7-869.2 14 0.1% 2 (125 kHz)
1 (250 kHz)

G3 869.4-869.65 27 10% 1 (125 kHz)
G4 869.7-870 7 100% 1 (125 kHz)
G4* 869.7-870 14 1% 1 (125 kHz)

The MAC payload is 1 to B byte(s) where B is dictated
by region and spreading factor. The frame header (FHDR)
is 6-21 bytes and contains the address of the end-device, a
field for frame control, a frame counter and an optional field
used to convey MAC commands. A single byte is used for the
port field (FPort). The frame payload is 1 to N byte(s) where
N is dictated by region and spreading factor. The message
integrity code (MIC) in 4 bytes is appended and it is calculated
over all fields in the message. In total, the overhead of a
LoRaWAN message transmitting a payload with no optional
MAC command included is 13 bytes.

C. Per sub-band regulatory duty cycling

LoRaWAN utilizes the industrial, scientific and medical
(ISM) radio bands for wireless transmissions. ISM bands are
unlicensed and subject to regulations in terms of maximum
transmit power, duty cycle and bandwidth. Especially the
European ISM bands have strong per sub-band duty cycle

limitations a↵ecting the delay performance of LoRaWAN
significantly.

For example, the 1% duty cycle means that if a device will
send a frame using a certain sub-band, the same sub-band
is prohibited during the next period that corresponds to the
on-air duration of that frame multiplied with 99. The device
can transmit using the other available sub-band unless entire
sub-bands are prevented access. We have observed that this
behaviour can be analyzed with a M/D/c queueing model with
heterogeneous servers. The sub-bands and their limitations are
listed in Table I for the European 863-870 MHz ISM band.

The end-device also obeys another duty cycling mechanism
called the aggregated duty cycle, which limits the radio emis-
sion of the device. An aggregated duty cycle of 1 corresponds
to the device being allowed to transmit at any time, but still
in accordance with the regulatory duty cycling. The lowest
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Time on Air
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• As duty cycle and fair-use limitations depend on time duration of 
transmission, time-on-air is a critical metric.

• Example: 20 bytes, 125 kHz BW

https://www.thethingsnetwork.org/airtime-calculator

SF7 SF8 SF9 SF10 SF11 SF12

71.9 ms 133.6 ms 246.8 ms 452.6 ms 987.1 ms 1810.4 ms

npayload 
. Tsym                  

Roughly doubling ToA when 
increasing SF by 1.



Path loss
• Received signal strength decays exponentially with distance
• We can increase transmit power, but only to a limit, and it costs energy
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2.4. Fading 13

where

l Wave length [W]
Pr Power received [W]
Pt Power transmitted [W]
d Distance [m]

This means, that the distance and frequency of the setup is relevant to take into
account. Figure 2.8 plots the relevant ISM bands at frequencies 2.4 GHz, 868 MHz and
433 MHz.
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Figure 2.8: The ISM bands loss over distance. Distance in meter is shown on the x-axis, while the
attenuation in dBm is shown on the y-axis. There is transmitted with 0 dBm.

As seen in figure 2.8, the loss in the transmission will be greater at higher frequencies.
Another element to take into consideration is the medium the signal is transmitted
through. A medium often used in bridges is reinforced concrete.

For concrete the relative permittivity er ranges from 5.5 to 8.1 depending on the wa-
ter content [12]. For many cases, the structure does not only contain concrete but is
reinforced by metal beams (rebar) in order to increase the strength of the structure.
Since the reinforced concrete varies in aspects such as width (W), rebar diameter (D),
and distance between rebars (P), it is difficult to determine a general transmission co-
efficient for reinforced concrete. A test regarding the transmission coefficient through
a reinforced wall with varying aspect are shown in figures 2.9 and 2.10 [13].

(For transmit power 0 dBm)

Transmit distance

Typical Wi-Fi chipset have appr. -105 dBm sensitivity.



Collisions/quasi-orthogonality
• Typically, in wireless systems, 

overlapping transmission from two 
devices will cause a collision in the 
receiver.
• LoRa gateway can separate and 

receive multiple simultaneous 
transmissions due to:

• Chirp modulation
• spreading factors are quasi-orthogonal

• Typically, gateway supports up to 8 
simultaneous receptions
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Sorensen, R.B., Razmi, N., Nielsen, J.J. and Popovski, P., 2019, May. Analysis of LoRaWAN uplink with multiple demodulating paths and capture effect. In ICC 2019-
2019 IEEE International Conference on Communications (ICC) (pp. 1-6). IEEE.



Putting it together
• Example:

• Periodic transmission of 20 bytes measurement packet.
• Assuming 1% duty cycle, using 1 channel
• For 1 sensor device:

• Luckily, in LoRaWAN, many devices can be active at the same time, by distributing:
• in time (x 100),
• across channels (x 1-15), and
• across spreading factors (x 6)
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Short range (< 2km) – SF7 Long range (~12 km) – SF12
1 transmission: 71.9 ms
(followed by 99x silence)
Shortest transmit interval: 7.19 sec
Data rate: 22 bit/sec

1 transmision 1810.4 ms
(followed by 99x silence)
Shortest transmit interval: ~3 min
Data rate: ~1 bit/sec

Hundreds of devices



SF allocation
• The task of assigning the SF for each 

device in the system.
• Or rather, defining the limits of the 

annuli (regions between rings)

• Challenging because annuli further 
away from the gateway will:

• have larger area and thus more devices 
for a given width (assuming uniform 
device distribution)

• use higher SF which has longer time-
on-air à higher risk of collision

11 september, 2024 NORDUnet conference, Bergen 11

l7
l8

l9

l10

l11

l12

Fig. 2. SF allocation scheme based on annuli in a single gateway LoRaWAN
cell.

demodulation paths are busy, then any additional detected
frame is dropped. A demodulation path will be assigned
to a frame after its preamble has been detected, i.e. four
consecutive symbols of the preamble are detected. The header
will then be demodulated and if it is correct, so will the rest
of the frame. Therefore, the timing of the transmissions must
be carefully accounted for in the model.

D. SF Allocation

SFs are allocated according to a scheme that is based on
annuli, i.e. the radial distance of the device from the BS. Each
annuli begins at the radial distance lm−1 from the center of
the cell and goes to lm, such that l12 = R, as depicted in
Fig. 2. Let δm denote the fraction of the device population
assigned to m and let gm(r) be the device density distribution
for SF m. We define ∆X as a set of mapping parameters
∆X = {{δ7, δ8, ..., δ12}, {l7, l8, ..., l12}, {g7, g8, ..., g12}} for the
SF allocation scheme X . We present three different allocation
schemes and compute ∆ in Sec. III-C.

III. UPLINK PERFORMANCE ANALYSIS

In this section, we first analyze the FSP by taking into
account the capture effect and the timing of collisions. Then,
we investigate different SF allocation schemes.

A frame is received successfully if it captures the channel
and is not dropped due to all demodulation paths being in use.

TABLE I
CHANNEL CAPTURE THRESHOLD PARAMETERS [6]

SF θRXm [dBm] Γm [dB] Γint,m [dB]

7 -123 -6 -7.5
8 -126 -9 -9
9 -129 -12 -13.5
10 -132 -15 -15
11 -134.5 -17.5 -18
12 -137 -20 -22.5

To evaluate the uplink performance, we derive the probability
of a LoRa frame from device i being received successfully,

which is denoted by FSP
(i)
m .

FSP
(i)
m = FCP

(i)
m · (1 − FDP(i)), (12)

where FCP
(i)
m denotes the probability that the frame captures

the channel. FDP(i) is the probability a frame being dropped
due to all demodulation paths being busy.

To evaluate FCP
(i)
m and FDP(i), we need to describe the

number of packets which collide with the desired packet.
Let kco,m and kint,m denote the number of co-SF and inter-
SF frame transmissions, respectively, which interfere with
the transmission of frame i using SF m. Notice that we
implicitly assume that all interfering frames overlap in time
by evaluating the total number of interfering frames over a
an entire frame. Realistically, several low SF frames could be
placed non-overlapping times within the duration of a high SF

frame. Therefore, we derive a lower bound on the FCP
(i)
m .

We define the traffic load for each source of co-SF and
inter-SF interference loads over a period τ by Lco,m(τ) and
Lint,m(τ), respectively. When we evaluate the load over a
period τ, Lco,m(τ) = (Tfm + τ) · λ · δm such that we take
into account interference from frame transmissions, which
had begun before the start of the observed period τ, but
have not ended yet. By equivalent definition, Lint,m(τ) =
∑

p∈M,p!m(Tfp +τ) ·λ ·δp is the inter-SF load where p denotes
all SFs different from m. Omitting τ in the notation, the
distributions of kco,m and kint,m are given as:

Pkco,m =
(Lco,m)

kco,m · exp(−Lco,m)

kco,m!
. (13)

Pkint,m =
(Lint,m)

kint,m · exp(−Lint,m)

kint,m!
. (14)

A. Derivation of FCP
(i)
m

To derive the probability of capturing the channel, we
evaluate the 4 conditions for capture effect from Sec.II-C

1) kco,m + kint,m = 0: The probability of a single transmis-
sion being transmitted in the channel, is the probability of the
devices in our deployment not generating a packet within two
packet times.

Pnocolm = exp

(

−
∑

p∈M

(Tfm + Tfp ) · δp · λ

)

. (15)

Then the probability of successfully transmitting the frame is
equal to

P
(i)
snocol = Pnocolm · CP

(i)
m , (16)

where the probability of capturing the channel is the coverage

probability, CP
(i)
m , which can be determined as

CP
(i)
m = Pr(γ

(i)
m > Γm) = Pr(c |hi |

2r−αi ≥ Γm)

=

∫ lm

lm−1

exp(−
Γmrα

i

c
)gm(ri)dri . (17)

Eq. (17) can be derived easily based on |hi |
2 being exponen-

tially distributed under our Rayleigh assumption and the PDF
of the population to ri being gm(ri).

Sorensen, R.B., Razmi, N., Nielsen, J.J. and Popovski, P., 2019, May. Analysis of LoRaWAN uplink with multiple demodulating paths and capture effect. In ICC 2019-
2019 IEEE International Conference on Communications (ICC) (pp. 1-6). IEEE.



SF allocation
• Comparison:

• Equal length annuli (Dist)
• Equal time-on-air annuli (EqLoad)

• Offloading high SF to lower SF

• Smart SF allocation can increase 
average throughput in the system
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Sorensen, R.B., Razmi, N., Nielsen, J.J. and Popovski, P., 2019, May. Analysis of LoRaWAN uplink with multiple demodulating paths and capture effect. In ICC 2019-
2019 IEEE International Conference on Communications (ICC) (pp. 1-6). IEEE.
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provide remarkable throughput improvements in LoRaWAN.

V. CONCLUSION

We have evaluated the uplink performance of a single
gateway LoRaWAN deployment in terms of coverage, frame
reception success probability and throughput. Collisions are
evaluated in the time domain based on a traffic model in
contrast to other works on capture effect in LoRaWAN, which
evaluate capture effect for a fixed number of concurrent
transmissions. Unlike previous works, we have considered
the demodulation capabilities of the gateway and specifically
evaluated SX1301, although the model is applicable to any
chipset. We showed that the demodulation capabilities of the
receiver have a large impact on the probability of receiving
frames successfully.
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Relability improvement
• Multiple GWs can overhear 

transmission from end device
• Increases reliability of packet 

reception:
• 𝑝!"# = 1 − (1 − 𝑝!)$

• E.g. 2 GWs, each with ps	=	0.8:
• 𝑝!"# = 1 − 1 − 0.8 % = 0.96

• Or similarly, repeated transmissions 
can increase success rate.
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Ongoing work – Structural health monitoring
• Monitoring corrosion level of 

reinforcement (steel rebar)

• Sensor solution:
• Lightweight sensor devices
• Expected life-time – tens of years
• Battery-less operation

• How should LoRaWAN devices 
communicate?

Aalborg University, APMS
31-01-2024: CorroSense Project meet.: Ch. Gain Meas. w. LoRa Modules 3SlideJesper Ødum Nielsen

Channel Characterization

● Channel between
● Sensor nodes on bridges/tunnels 

etc
● Gateway

● Characterization
● Channel gain, statistics: variation 

over time
● Variation with location/environment
● Create / verify models of 

propagation
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Energy measurements in lab
• Energy required to transmit packet 

with different spreading factors
• for different mean path loss (MPL):

• SF7 is cheapest until below RX 
sensitivity

• Guideline: Always choose lowest 
possible SF.
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Field measurements
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2.9. LoRaWAN Aalborg University

Device id Data rate Transmit power
D1 DR2 20
D2 DR3 20
D3 DR4 20
D4 DR5 20
D5 DR5 17
D6 DR5 14
D7 DR5 11
D8 DR5 8
D9 DR5 5

D10 DR5 2

Table 2.4. Mapping of the devices to LoRa settings of data rate and transmit power

The most considerable extension to the driver code is the added code to enable receiving after

transmission in the receive windows specified in LoRaWan. The code added to receive in R1 or

R2 can be seen in code block 1. Here the function takes in if it should receive using R1 or R2, as

the second receive window uses another radio settings as seen applied on line 13 in Listing 2.3.

This code can receive commands from the network server and also makes it possible to

enable the adaptive data rate if the correct MAC commands are handled correctly. The MAC

commands from the network server can be sent to the end device in two ways, either in a packet

of its own in the FRMPayload or piggyback on another packet already queued for the device.

Thus the implementation needs to look for MAC commands in both locations and then act

1 // Listen downlink, window 1 for RX1 window config (uplink), everything else is RX2 window

config,!

2 func ListenDownlink(window int) ([]uint8, error) {

3 if regionSettings == nil {

4 return nil, ErrUndefinedRegionSettings

5 }

6 if window == 1 {

7 ActiveRadio.SetIqMode(lora.IQInverted)

8 resp, err := ActiveRadio.Rx(LORA_RX_TIMEOUT)

9 if err == nil && resp != nil {

10 return resp, nil

11 }

12 } else {

13 applyChannelConfig(regionSettings.Rx2Channel())

14 ActiveRadio.SetIqMode(lora.IQInverted)

15 resp, err := ActiveRadio.Rx(LORA_RX_TIMEOUT)

16 if err == nil && resp != nil {

17 return resp, nil

18 }

19 }

20 return nil, nil

21 }

Listing 2.3. Golang code from the sensor that enable receiving packets from the network server
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parameters and the ones for this project is specified in EU868 and the data rates and their

mappings are shown in table 2.3 below [31, 32].

DR0 SF12 BW125
DR1 SF11 BW125
DR2 SF10 BW125
DR3 SF9 BW125
DR4 SF8 BW125
DR6 SF7 BW125

Table 2.3. Mapping between the data rates and the spreading factor and bandwidth

The network server can use the MAC command ADRRequest to indicate to the update the data

rate, TX power, redundancy, or channel mask used in the end device. There is no definitive

ADR algorithm, but the essence is to calculate the link budget for the received packet, figure

out if a lower setting is viable and change to it.

In the project a single ADR device is emulated on the sensor node to see the behavior of the

default ADR algorithm in the selected LoRaWAN network server Chirpstack. In the network

server it is also possible to add custom ADR algorithms, combining this with device emulation

can make it possible to easily to test different ADR algorithms, this is possible with the

implemented sensor node and infrastructure of this project but are not investigated further.

2.9.4 LoRaWAN network overview

The LoRaWAN network setup for this project include three main parts, the Sensor node as the

end device, the gateway to receive and relay messages between the network server and the end

node, and the LoRaWAN network server.

The sensor node sends packets that are received at the gateway that then forwards these

packets to the network server, and the other way around when the network server transmit

downlink packets. The message sequence diagram in figure 2.17 shows the flow of these

LoRaWAN transmission from the sensor to the network server and with the optional downlink

from the network server that can send commands and messages to the sensor.
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Device id Data rate Transmit power
D1 DR2 20
D2 DR3 20
D3 DR4 20
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Table 2.4. Mapping of the devices to LoRa settings of data rate and transmit power

The most considerable extension to the driver code is the added code to enable receiving after

transmission in the receive windows specified in LoRaWan. The code added to receive in R1 or

R2 can be seen in code block 1. Here the function takes in if it should receive using R1 or R2, as

the second receive window uses another radio settings as seen applied on line 13 in Listing 2.3.

This code can receive commands from the network server and also makes it possible to

enable the adaptive data rate if the correct MAC commands are handled correctly. The MAC

commands from the network server can be sent to the end device in two ways, either in a packet

of its own in the FRMPayload or piggyback on another packet already queued for the device.

Thus the implementation needs to look for MAC commands in both locations and then act

1 // Listen downlink, window 1 for RX1 window config (uplink), everything else is RX2 window

config,!

2 func ListenDownlink(window int) ([]uint8, error) {

3 if regionSettings == nil {

4 return nil, ErrUndefinedRegionSettings

5 }

6 if window == 1 {

7 ActiveRadio.SetIqMode(lora.IQInverted)

8 resp, err := ActiveRadio.Rx(LORA_RX_TIMEOUT)

9 if err == nil && resp != nil {

10 return resp, nil

11 }

12 } else {

13 applyChannelConfig(regionSettings.Rx2Channel())

14 ActiveRadio.SetIqMode(lora.IQInverted)

15 resp, err := ActiveRadio.Rx(LORA_RX_TIMEOUT)

16 if err == nil && resp != nil {

17 return resp, nil

18 }

19 }

20 return nil, nil

21 }

Listing 2.3. Golang code from the sensor that enable receiving packets from the network server
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GW inside building, 
sensor on underside of 
bridge
Plots: “How much success 
per energy”
• Left: Good channel, lowest 

transmit power is best.
• Middle: Bad channel, higher 

TX power needed.
• Right: Bad channel, and 

allowing repetitions to reach 
95% success rate: best to do 
few strong transmissions.

4.3. Device packet delivery ratio Aalborg University
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Figure 4.7. Packet delivery rate normalized with
energy consumption, without attenuation for
each device

Figure 4.8. Packet delivery rate normalized with
energy consumption, with attenuation for each
device

These figures use the observed reliability and as it is desired to have a packet delivery rate

greater than a certain value, and one method to improve the reliability of the device is to add

repetitions of the transmission. When using repetitions the new reliability for a device Rnew

with 2 repetitions can be calculated as:

Rnew = 1° ((1°R)§ (1°R))

With a desired packet delivery rate of 95% or greater, the number of repetitions required can

be calculated, and Table 4.2 shows the amount of repetitions needed for each device to get

achieve a PDR to be greater than the 95%. The following is using the data from after adding 6

dB attenuation.

D1 D2 D3 D4 D5 D6 D7 D8 D9 D10

Reliability 0.971 0.982 0.980 0.964 0.997 0.993 0.977 0.974 0.994 0.986
Repetitions 1 1 1 1 2 2 2 3 7 12

Table 4.2. Repetitions needed for probability of greater than 95%

Figure 4.9 compares the devices with the added repetitions by adding the cost to the energy

consumption before the normalization. The results in that the device D4 is the best option

when looking for a PDR of 95% and higher. This corresponds to the last device only needing

to send one time as seen in table 4.2. Figure 4.9 also illustrate that if two devices end up using

same number of repetitions the most energy efficient device is best as expected.
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4.4. Reliability over time periods Aalborg University

Figure 4.9. Packet delivery rate normalized with energy consumption, with attenuation and repetitions
for each device

4.4 Reliability over time periods

Every result shown so far have been using the reliability calculated using the entire dataset

collected, but as the testing environment at the tunnel and bridge changes over time, this

change could be the traffic or the weather. It might also be interesting to see how the PDR

behaves over different time of the day.

The packet delivery rate can be calculated based of the time of the day, by grouping the data by

the hour. This can be seen in Figure 4.10 for the devices D6-D10, the other devices not shown

as they are similar to D6. Here it is shown that there are a difference in the reliability and when

the transmission occur doing the day. The times 12, 16 and 20 are marked with red vertical

lines. It can be seen that at 12 there is a small drop over all devices, and between 16 and 20 the

a drop especially for D9 and D10, this corresponds to when there are a lot of traffic in under the

sensor .

Figure 4.10. Reliability grouped over the hours of a day for different devices

Another interesting metric in the time domain is to see if there is a day of the week for the

collected data that have a higher reliability. The PDR over each weekday can be seen in Figure

4.11 and with the data collected it seems that transmitting in the weekend is preferred and that
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Conclusion
• LoRaWAN is well suited to connect sensor devices that only need to send data 

seldomly.
• A large number of devices can be supported

• To get highest data rate from 1 device:
• Good channel/short distance à dense GW deployment
• Use of channel with 10% or 100% duty cycle, and largest bandwidth (250 kHz in EU)
• à ~10 kbit/sec
• But not many devices like this can be supported simultaneously – consider alternative.

11 september, 2024 NORDUnet conference, Bergen 17



Backup slides

11 september, 2024 NORDUnet conference, Bergen 18



Wireless Comms. for IoT, November 6–9, 2023

LoRaWAN device classes (A, B and C)

■ Listening for downlink is expensive for power-limited devices.
■ Three different classes ~ modes of operation
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Wireless Comms. for IoT, November 6–9, 2023

LoRaWAN Class A

Class A: 
Uplink transmission followed by 2 short downlink
■ Schedule determined by the end point 

→ Simple devices 
■ Pure Aloha → 18.4% efficiency under heavy 

load (half of slotted ALOHA)
■ Gateways listen to multiple transmissions on 

multiple channels 
■ All gateways listen to all transmissions 

→ Antenna Diversity 
■ Server selects one gateway for downlink/ack 

to device → Mobility 
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Wireless Comms. for IoT, November 6–9, 2023

LoRaWAN Class B 

Class B: Class A + extra receive window at 
scheduled time 
■ Controlled by beacon from Gateway 
■ All gateways transmit beacons every 2n 

seconds (n=0..7) 
■ All gateways are synchronized using GPS 
■ Device is told receive slot 
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Wireless Comms. for IoT, November 6–9, 2023

LoRaWAN Class C 

Class C:
■ Can receive anytime (unless in TX)
■ Generally only mains-powered devices
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Wireless Comms. for IoT, November 6–9, 2023

LoRa Modulation

■ Key parameter is the spreading factor (SF) – higher SF gives more robust transmission, but lower bitrate
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BW = 125 kHz, fc = 868 MHz



Wireless Comms. for IoT, November 6–9, 2023

Frame format

■ Max payload size p depends 
on SF.
○ c.f. previous slide
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